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Meiji Group Information Security Policy 

 

The Meiji Group recognizes the importance of ensuring the security of our information assets to 

meet the expectations and trust of society. These information assets include the personal 

information of our customers acquired during the course of providing products and services. 

The group works in unison to ensure and improve group-wide information security according to 

the following policy. 

 

1. Information Security Management System 

We will establish an appropriate information security management system to ensure information 

security. The executive officer in charge of risk management will supervise the operation of this 

information security management system. 

Further, we will establish a system to respond immediately to any risk or potential risk that could 

impede business operations in a serious manner. 

 

2. Information Asset Protection  

We will establish organizational, personnel, physical, and technological management measures 

to protect the confidentiality, availability, and integrity of information assets. 

 

3. Information Security Training 

We will provide regular education on information security to persons who deal with information 

assets to raise awareness of information security. 

 

4. Response to Information Security Incidents and Accidents 

In the unlikely event of an information security incident or accident, we respond and engage in 

recovery measures promptly to minimize impact and prevent recurrence.  

 

5. Compliance With Laws and Regulations  

We comply with laws, regulations, and social norms related to information security, formulating 

effective rules and guides to ensure information security. 
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6. Information Security Management System Continual Improvement  

We will conduct regular evaluations of the efforts described above, improving our information 

security management system on a continuous basis. 
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